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Old Wine in New Bottles
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Anonymizing technologies
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The Onion Router (TOR)
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Bullet Proof Hosting
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Ransomware
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Digital Currency & Exchangers
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Cybercrime-as-a-Service
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Botnets with Added Functionality
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Large Scale Data Breaches
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Attacks on Mobile Platforms
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A Way Forward

 Essential Steps

 Update legislation specific to cybercrime

 Consider specialized cybercrime units for prosecutors and investigators

 Judicial awareness-raising

 OAS/REMJA Working Group on Cybercrime

 Join regional/international treaties on cybercrime
 Budapest Convention on Cybercrime

 Canada, Dominican Republic, Panama, and the USA are parties

 Formal statement of interest from Argentina, Chile, Colombia, 
Mexico, Paraguay, and Peru 
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